SA WG2 Temporary Document

Page 4

SA WG2 Meeting #161-AH-e
S2-2400545
22 - 29 January, 2024, e-Meeting                                           
Source:
InterDigital Inc., Futurewei, Charter Communications  
Title:
KI#3, New Solution, DSCP Markings based on PDU Set Information
Document for:
Approval

Agenda Item:
19.3
Work Item / Release:
FS_XRM_Ph2/ Rel-19
Abstract of the contribution: This paper proposes a new solution for Key Issue #3.
1.
 Discussion

As part of the XRM_Ph2 work, the focus of Key Issue #3 is to:

Study whether, how, and what PDU Set QoS information can be used for DSCP marking on the outer header of downlink packets of the PDU Set over N3/N9 in the transport network (i.e. to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow).
Transport networks, along the user plane path between the UE and PSA UPF, rely on “transport level packet marking” in the outer IP headers to allow differentiated treatment of PDUs within the transport network. For DL traffic, the SMF provides the packet marking information to the UPF in the Forwarding Action Rule (FAR). For example, the FAR may provide a DiffServ CodePoint (DSCP) to the UPF. The SMF determines this DSCP from the 5QI, the priority level of the QoS flow, and the ARP of the QoS flow. Thus, the SMF only uses per QoS flow information to determine this DSCP value, and as a result, the transport level packet marking is per QoS flow, as described in Section 5.7.1.6 and 5.8.2.7 of 23.501.

Based on this per QoS flow packet marking, the transport network provides similar (or non-differentiated) “treatment” to all PDUs of a QoS flow.  However, some of the PDUs and PDU Sets within the QoS flow may be more important than others. For example:

· Some PDUs may be carrying an End of Data Burst (EDB) indication that is used by the RAN node for power optimization,

· Some PDU sets within the QoS flow may have higher importance than other PDU Sets in the QoS Flow (e.g. based on PDU Set Importance),

For such cases, it would be beneficial for the UPFs (for DL traffic), to perform differentiated transport level packet marking per PDU and/or transport level packet marking per PDU set, so that certain PDUs of a PDU set or certain PDU sets of a QoS flow receive preferential treatment within the transport networks.

This solution proposes that the SMF determine DSCP marking rules based on PDU Set Information and provide these DSCP marking rules to the UPF. The UPF uses the DSCP marking rules to determine the DSCP value to include in the outer IP header of the GTP-U downlink PDUs.
2. Proposals

It is proposed to adopt the following text in TR.23.700-70 v0.2.0.   
*** First Change ***
6.0
Mapping of Solutions to Key Issues
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*** Next Change (All New Text) ***

6.X
Solution #X: DSCP Markings based on PDU Set Information 
6.X.1
Key Issue mapping

This solution addresses Key Issue #3, "Leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network".
6.X.2
Description
In the Rel-18 system, the SMF indicates to the UPF what DSCP marking to use for each QoS Flow. The DSCP marking is included in the outer IP header of the GTP-U PDU, and as a result, the transport level packet marking is per QoS flow, as described in Section 5.7.1.6 of 23.501 [2]. Consequently, the transport network provides similar (or non-differentiated) “treatment” to all PDUs of a QoS flow.

However, if the QoS flow carries PDU sets, some of the PDUs and PDU Sets within this QoS flow may be more important than others. For example:

· Some PDUs may be carrying an End of Data Burst (EDB) indication that is used by the RAN node for power optimization,

· Some PDU sets within the QoS flow may have higher importance than other PDU Sets in the QoS Flow (e.g., based on PDU Set Importance),

For QoS flows carrying PDU set based traffic flows, the SMF determines a prioritized list of DSCP marking rules.  Each rule may contain a priority, a selection criteria, and a DSCP value. The selection criteria indicates what DSCP value to apply based on the PDU Set Importance and / or whether the PDU carries an End of Data Burst indication. How the SMF selects the DSCP value is out of scope of 3GPP.  
The SMF provides the DSCP marking rules to the UPF via N4 rules.

Upon receiving a downlink PDU, the UPF uses the selection criteria to find the highest priority DSCP marking rule, creates a GTP-U PDU, and includes the DSCP value of the matching DSCP marking rule, in the outer IP header. 

6.X.3
Procedures
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Figure 6.x.3-1: PDU Set Based DSCP Marking at the UPF
1. The SMF determines the prioritized list of DSCP marking rules for the QoS flow. Each DSCP marking rule has a priority, a selection criteria, and an associated DSCP value. 

NOTE: 
It is recommended that DSCP markings only be used to vary the drop probability between PDUs. If the Class Selector Codepoint of the DSCP markings varies within a QoS Flow, the packets of the QoS Flow may be reordered by the transport network.

2. The SMF sends the DSCP marking rules to the UPF as part of the N4 rules in either an N4 Session Establishment request or a N4 Session Modification request.

3. The UPF receives downlink data from the Application Server (AS). The traffic flow from the AS is configured to use PDU sets.

4. The UPF uses the PDU Set Importance, whether an End of Data Burst Indication is included, and the selection criteria, to determine the matching DSCP marking rule with the highest priority. The UPF includes the DSCP value associated with the matching DSCP marking rule, in the outer IP header of the GTP-U PDU.

5. The UPF sends the GTP-U PDU to the RAN, over the transport network.

6.X.4
Impacts on services, entities and interfaces
SMF:

· Determines the prioritized list of DSCP marking rules (e.g. each rule has a priority, selection criteria, and DSCP value).
· Provides the DSCP marking rules to the UPF via N4 rules.
UPF: 
· Upon receiving a downlink PDU, determines the highest priority DSCP marking rule based on selection criteria.
· Includes the DSCP value of the highest priority DSCP marking rule in the outer IP header of the GTP-U packet that carries the downlink PDU.
*** End of First Change ***
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